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INFORMATION SYSTEMS SECURITY GROUP

SUMMARY REPORT - December 1975

HIGHLIGHTS

1. A member of the Information Systems Security
Group attended the National Communications Security
Course presented by the National Security Agency.

2. The Chief, Information Systems Security Group,
filled in for the Executive Secretary, Security Committee,
United States Intelligence Board, for a two-week period
during the Secretary's absence on military leave.

3. The Deputy Director for Intelligence and his
staff were briefed on the automated TOP SECRET Control
Program, and a similar briefing was afforded the Top Secret
Control Officers, Department of State.

4. Responses from all Area Security Officers concerning
ISSG's inventory of all Agency computer operations have been
received. The 1list will now be checked for completeness
and accuracy, and systems will be scheduled, where appropriate,
for security evaluation by the Information Systems Security
Group.

5. Actions were completed to implement the downgrading
of TOP SECRET material concerned with project * STATINTL

6. Members of ISSG attended meetings of the Computer
Security Subcommittee, SECOM; Community On-line Intelligence
System (COINS); plus Working Group sessions of the CSS
concerning Threats to U.S. Computer Operations and
Intelligence Community Computer Security Policy.

7. Memoranda concerning the security of computer and

word processing equipments to be installed in the I STATINTL
sTATINTL
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have been forwarded to the Directors of
Logistics, Joint Computer Support, and Communications.
Outlined therein are the equipments of security concern
and the security caveats placed on their use.
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. A contract was initiated with the [ RGN
STATINTL I (© s:udy and provide an analysis of
reported computer abuse cases (approximately 350 cases).
The analysis is intended to highlight threat profiles
from these case studies applicable to secure government
computing systems.

STATISTICS
Cases Pending 1 December 1975 39
Cases Opened during December 68
Cases Closed during December 56
Cases Pending 1 January 1976 51
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